Check environment on compliancy with Security Baseline

Philips account:

MPCAWS Account (PHHT-GEN-RA2-PR) Security Baseline - Mon Feb 1 00:13:26 2021

MPCAWS Account (PHHT-GEN-RA5-PR) Security Baseline - Mon Feb 1 00:13:26 2021

MPCAWS Account (PHHT-GEN-RA3-PR) Security Baseline - Mon Feb 1 00:13:09 2021

MPCAWS Account (PHHT-MIG-RA1-PR) Security Baseline - Mon Feb 1 00:12:43 2021 => ???

MPCAWS Account (PHHT-GEN-RA1-PR) Security Baseline - Mon Feb 1 00:12:43 2021

MPCAWS Account (PHHT-GEN-RA4-PR) Security Baseline - Mon Feb 1 00:11:55 2021

=> Mail to be sent to: MPC-AWS@atos.net

=> Mail subject line: MPC AWS Philips Security Baseline reports Feb 2021

Atos Accounts:

MPCAWS Account (ATOS-GEN-CLA1) Security Baseline - Mon Feb 1 00:13:36 2021

MPCAWS Account (ATOS-DX-SG) Security Baseline - Mon Feb 1 00:13:00 2021

MPCAWS Account (ATOS-TOOLING-PR) Security Baseline - Mon Feb 1 00:13:00 2021

MPCAWS Account (ATOS-FORENSIC-RA1-PR) Security Baseline - Mon Feb 1 00:12:35 2021

MPCAWS Account (ATOS-DX-USA) Security Baseline - Mon Feb 1 00:12:40 2021

MPCAWS Account (ATOS-DX-NL) Security Baseline - Mon Feb 1 00:11:56 2021

=> Open SharePoint link

-> download last month Excel sheet

-> open each mail as mentioned above and download the PDF file

-> open PDF file and check for failed point and accordingly fill the excel sheet

-> upload the updated excel sheet to the SharePoint

Britvic:

MPCAWS Account (BRITVIC-GEN-RA4-PR) Security Baseline - Mon Feb 1 00:13:04 2021

MPCAWS Account (BRITVIC-GEN-RA4-PR) Security Baseline - Mon Feb 1 00:12:47 2021

MPCAWS Account (BRITVIC-GEN-RA3-PR) Security Baseline - Mon Feb 1 00:12:09 2021

MPCAWS Account (BRITVIC-GEN-RA1-PR) Security Baseline - Mon Feb 1 00:12:31 2021

MPCAWS Account (BRITVIC-GEN-RA2-PR) Security Baseline - Mon Feb 1 00:12:24 2021

MPCAWS Account (BRITVIC-GEN-RA2-PR) Security Baseline - Mon Feb 1 00:12:22 2021

MPCAWS Account (BRITVIC-GEN-RA3-PR) Security Baseline - Mon Feb 1 00:12:09 2021

MPCAWS Account (BRITVIC-GEN-RA1-PR) Security Baseline - Mon Feb 1 00:14:01 2021

For remaining, no need to drop any mail:

atos-tooling-pr:

Britvic: Check with Chetan

KARSTADT-GEN-RA2-PR:

etc...to manually run the security report:

Go to the respective account for which you want to generate the security report -> go to lambda service -> find the "CFN-MPC-SecurityBaseline-CIS"

script -> run it.

Open SharePoint link -> Go to year 2020 reports -> Download previoud month excel sheet -> Open it ->

-> find the sheets i.e. atos-dx-sg (500689890818), atos-tooling-pr (872277419998), etc

-> Find the mails in AWS SNS folder -> open each link in the mail ->< Check for any failed items ->

-> Copy-paste the same in the excel sheet -> Upload it to the SP.

Security baseline for Atos tooling -> store evidence in SP

https://sp2013.myatos.net/sites/msBTN/recmgt/services/mpc/Forms/AllItems.aspx?RootFolder=%2Fsites%2FmsBTN%2Frecmgt%2Fservices%2FMPC%2F34%2D11%20Baseline%20Deviation%20Reports%2FBaseline%20reports%202021&FolderCTID=0x0120007EDFE33803C1B74D8712152C5DF4BAF5&View=%7BA2F83B13%2D6B07%2D4C00%2D9B36%2DBC376F6FD2F7%7D